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Abstract:: In mobile unexpected networks (MANET), nodes move freely and therefore the distribution of access requests 

changes dynamically. Duplicate allocation in such a dynamic atmosphere may be a important challenge. The 

communication price has become an outstanding issue influencing the performance of duplicate allocation within the 

MANET environment. In reality, however, some nodes might egotistically decide solely to work part, or not in the least, 

with alternative nodes. These selfish nodes may then scale back the knowledge accessibility within the network. In this 

paper, the impact of selfish nodes in a very mobile unexpected network from the angle of duplicate allocation is examined. 

This can be termed as selfish duplicate allocation. Especially, a selfish node detection formula is developed during this 

research work that considers partial selfishness and novel replica allocation technique to properly deal with selfish replica 

allocation. Depth-First Iterative-Deepening formula is used during this in this work for higher performance. 
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I. INTRODUCTION 

 A mobile ad-hoc network (MANET) is that the 

assortment of mobile nodes that are equipped by many 

wireless mobile devices which are using for communication. 

The transmission of the data of a particular mobile node is 

received by all nodes within its transmission range. It is 

because of broadcast nature of wireless communication and 

help of directional antennas. Other mobile hosts located 

between the two wireless hosts can forward their messages, 

which are out of their transmission ranges in the ad hoc 

networks. It will effectively improve the performance of the 

MANET.  Each host needs to be equipped with the 

capability of an autonomous system due to the mobility of 

wireless hosts, or a routing function without any statically 

established infrastructure or centralized administration. 

Without notifying other nodes the mobile nodes can move 

and turned on or off. Mobility and autonomy introduces a 

dynamic topology of the networks and it is because of is 

transient nature of the end host and intermediate hosts on a 

communication path. 

 

  Mobile Ad hoc Networks do not rely on extraneous 

fixed infrastructure and can be installed without base station 

and dedicated routers. This makes the nodes as ideal 

candidate nodes for rescue and emergency operations.  

 

 

 

 
 

The nodes in these networks have limitations in battery 

power and bandwidth, and each node needs the assistance  

from other nodes to forward their packets. The conventional 

protocols like WRP, DSDV, AODV and DSR are assuming 

that all the nodes in MANET are cooperative fully and IT 

always does so truthfully.  

 

 The selfish nodes are reluctant to spend their 

resources such as battery power, CPU memory and CPU 

time for others but they are not malicious nodes. Especially 

the problem is critical when with the passage of time the 

nodes have little residual power and for their own purpose 

they want to conserve it. Thus in MANET environment there 

is a strong chance to a node to become selfish. The 

characteristics of selfish nodes as follows in the following 

process ere explained below:   

 

 Routing process Delay: The nodes are dropping 

routed packets or it will modify the Route Request and 

Reply packets by changing its TTL value to smallest value.    

 Reply or sending hello message to neighbor nodes: 

A selfish node may not care about hello messages coming 

from other mobile nodes, so other nodes may not be able to 

detect its presence when they need it.   
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 Delaying the RREQ packet intentionally: A selfish 

node may not pass the RREQ packet up to the upper 

maximum limit time. It will certainly avoid itself from 

routing paths.  

  

A selfish node may participate in routing messages but may 

not relay data packets. In general, if the mobile nodes in a 

MANET together have sufficient memory space to hold both 

all the replicas and the node’s own original data, replication 

can simultaneously improve data accessibility and query 

response time i.e., reduce query delay. For example, the 

query delay can be substantially decreased, if the query 

accesses a data item that has a locally stored replica. Since 

most nodes in a MANET have only limited memory space, 

there is often a trade-off between data accessibility and 

query delay, For example, a node will hold a part of data 

items locally which are accessed frequently in order to 

reduce its own query de-lay. However, if many of the nodes 

hold the same replica locally and there is only limited 

memory space, then some data items may be missing or 

changed.  

 

 Thus, the overall data accessibility will be de-

creased. So to increase data accessibility, a node should not 

hold the replica that is also held by many other nodes. How-

ever, this will increase its own query delay. Since each node 

in a MANET has resource constraints, such as battery power 

and memory limitations, a node may using its limited re-

source only for its own benefit i.e., it acts selfishly [7].  

 

A node may not make its own resource available to help 

others, but it would like to enjoy the benefits provided by the 

resources of other nodes. Such selfish behaviour in MANET 

can potentially lead to a wide range of problems [16]. 

 

II. REVIEW OF LITERATURE 

i) Effective Replica Allocation in MANET 

 There are three techniques planned within the effective 

replica allocation. That are,   

  

 Static Access Frequency 

 Dynamic Access Frequency and Neighbourhood  

 Dynamic connectivity based Grouping, 

These techniques create the subsequent assumptions:  

 Each information item and every mobile host is 

appointed as distinctive symbol 

 Every mobile host has finite memory space to store 

replicas 

 There are not any update transactions 

The access frequency of every information item, a particular 

is the range of times a specific mobile host accesses that 

information item during a unit interval, is understood and 

doesn’t modification.  

 the choice of that information things square 

measure to be replicated on that mobile hosts relies on 

information items’ access frequencies and such a call is 

taken throughout a particular amount of your time, known as 

the relocation amount [7], [16]. 

 

ii) Static Access Frequency  

 

  In this SAF method [7] [16], the nodes replica is 

based on the access frequencies of the data items. The 

following fig.2.1 shows the Static Access Frequency 

method. In SAF method, the mobile nodes with the same 

access frequencies to data items allocate the same replica. A 

mobile node can access data items held by other connected 

mobile hosts, and it is more possible to share different kinds 

of replica among the nodes. 

 

iii) The DAFN method (Dynamic Access Frequency and 

Neighbourhood) 

 To overcome the problem of replica duplication in 

the SAF method, a new method of replica allocation called 

DAFN method [7] was developed. It eliminates the replica 

duplication among neighbouring mobile hosts.  

The algorithm of DAFN [16] method is as follows:  

 Each mobile host broadcasts its host id and access 

frequency information at relocation period.  

 Each mobile node allocates the replica according to 

SAF method.  

 If two mobile nodes have the same data item then 

the node having replica changes it to another replica which 

having high access frequency.  

. 

iv)  Dynamic Connectivity based Grouping (DCG) 

  The DCG method shares replicas in each 

larger group of mobile hosts than the DAFN. The DAFN 

method shares replicas among neighbouring nodes. But the 

DCG method [13] [7], shares replica data items in many 

groups of mobile nodes than DAFN. The Dynamic 

Connectivity grouping method creates groups of mobile 
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nodes that are bi-connected components in an ad hoc 

network. 

 

v)  Dynamic connectivity grouping with detection   

(DCG+) 

 

 The technique combines DCG with detection 

method. Initially, groups of nodes are created according to 

the DCG methodology. Subsequently, in each group, selfish 

nodes are detected based on our detection method. For the 

detection, each node in a group sends its nCR scores to the 

coordinator with the lowest suffix of node identifier in the 

group [14]. The coordinator excludes selfish node(s) from 

the group for replica allocation. As a result, only non-selfish 

nodes form a group again. The replica allocation is only 

performed within the final group without any selfish nodes.  

 

 After replica allocation, the coordinator shares the 

information of replica allocation with group members for the 

subsequent selfishness detection. In particular, selfish nodes 

are determined to be selfish only when all other nodes in the 

group agree with the node’s selfishness. 

 

The DCG method shares replica of data items in many 

groups of mobile nodes than the DAFN method that shares 

replicas among neighbouring nodes. The DCG method 

creates groups of mobile nodes that are bi-connected 

components in an ad hoc network. In spite of grouping 

mobile nodes as a bi-connected component, the group is not 

divided even if one mobile node is disconnected from the 

network. 

The algorithm of DCG method is as follows:  

 Each mobile node broadcast its host id and 

information about its access frequency with data items to 

other nodes.  

 By using the broadcasting information every node 

identifies the bi-connected component nodes.  

 In each group, an access frequency of the group to 

each data item is calculated by adding all the access 

frequencies of mobile node in that group.  

 According to the access frequencies of the group, 

replicas of data items are allocated until memory of all 

mobile nodes in the group becomes full.  

 After allocating replicas of all data items, if the 

mobile nodes have any free space then replicas are allocated 

according to their access frequencies until the memory space 

is full. It causes high traffic due to exchange of information 

but it provides high data accessibility and stability over 

nodes. 

  In MANETs some of the nodes do not take part in 

forwarding packets to other nodes to conserve their 

resources such as energy, bandwidth and power. The nodes 

which act selfishly to conserve their resources are called 

selfish nodes.  

III. PROPOSED STRATEGY 

 

 Proposed strategy consists of three parts: 

i) Detecting selfish nodes 

ii) Constructing SCF-tree 

iii) Allocating replica using DFID 

 

  At a specific period, or relocation period [6], each 

node executes the following procedures: Each node detects 

the selfish nodes based on credit risk. Each node makes its 

own topology graph and constructs its own SCF-tree by 

excluding selfish nodes. Based on SCF-tree, each node 

allocates replica in a fully distributed manner. The CR score 

is updated accordingly during the query processing phase. 

The credit risk is used to effectively measure the “degree of 

selfishness.”  

  

 A node wants to know if another node is believable, 

in the sense that a replica can be paid back, or served upon 

re-quest to share a memory space in a MANET. To measure 

degree of selfishness, the novel tree that represents 

relationships among nodes in a MANET, for replica 

allocation, termed the SCF-tree. The key strength of the 

SCF-tree-based replica allocation techniques is that it can 

minimize the communication cost, while achieving high data 

accessibility. This is because each node detects selfishness 

and makes replica allocation at its own discretion, without 

forming any group or engaging in lengthy negotiations.  

 

i) Detecting Selfish Node 

  

The credit risk is represented by the subsequent equation: 

 

Credit Risk = 
lueExpectedva

skExpectedRi

 
 

 Each node calculates a CR score for each of the 

nodes to which it is connected. Each node shall estimate the 

“degree of selfishness” for all of its connected nodes based 

on the score. It describes selfish features that may lead to the 
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selfish replica allocation problem to determine both expected 

value and expected risk.  

10,
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Where, CR= Credit Risk 

  -the system parameter 

k

iSS  - Size of kN ’s shared memory space 

 
k

iND -The number of kN ’s shared data items 

 The system parameter is used to adjust the relative 

importance of and Node updates at every query processing 

and looks it up for the connected node at every relocation 

period. In addition, each node also has its own threshold of   

If the measured
k

iCR exceeds to node kN will be detected as 

a selfish node by iN . 

  The value of 
k

iP  (as well as 
k

iSS and
k

iND ) is 

updated at every query processing of some item that iN  

allocates to other node(s) during the replica allocation phase. 

The effect of parameters 
k

iSS and 
k

iND on 
k

iCR  can be 

weighted by taking into consideration the size of memory 

space at node iN , iS , and the total number of data items 

accessed by iN , in . The rationale is that 
k

iCR may be 

strongly affected by iS , in  and if 
k

iCR is not normalized. 

By normalizing, we obtain (3), where 
k

inCR  stands for the 

normalized 
k

iCR
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ii) Constructing SCF tree 

 

 The SCF-tree based replica allocation techniques 

are extol by human friendship management in the real world, 

where each one makes his/her own friends  create a web and 

negotiate, friendship by himself/herself. He/she does not 

have to address these with others to maintain the friendship. 

The main objective of the novel replica allocation technique 

is to reduce traffic overhead, while reach high data 

accessibility. The novel replica allocation techniques can 

allocate replica without discussion with other nodes, as in a 

human friendship management, traffic overhead will 

decrease. . 

iii)  Allocating Replica using DFID 

    

 After constructing the SCF-tree, a node allocates 

replica at every relocation period. Every node asks non-

selfish nodes within its SCF-tree to hold replica when it can-

not hold replica in its local memory space. The SCF-tree 

based replica allocation is execute in a fully spread out 

manner, each node determines replica allocation individual 

basis without any communication with other nodes. Since 

every node has its possess SCF-tree, it can perform replica 

allocation at its carefulness. 

 

a) Depth-First Iterative-Deepening 

 

 A search algorithm which suffers neither the draw-

backs of breadth-first nor depth-first search on trees is depth-

first iterative-deepening (DFID). The algorithm first, 

perform a depth-first search to depth one. Then, dumping the 

nodes generated in the first search, start over and do a depth-

first search to level two. Next, start over again and do a 

depth-first search to depth three, etc., enduring this process 

until a goal state is reached. DFID expands all nodes at a 

given depth before expanding any nodes at a greater depth; it 

is definite to find a shortest-length solution. Also, since at 

any given time it is performing a depth-first search, and 

never searches deeper than depth d, the space it uses is O 

(d). 

 

  The spontaneous reason is that almost all the work 

is done at the deepest level of the search. Regrettably, DFID 

suffers the same drawback as depth-first search on arbitrary 

graphs, namely that it must explore all possible paths to a 

given depth [13].  

 

 The nodes at depth d are generated once during the 

final iteration of the search. The nodes at depth d - 1 are 

generated twice, once during the final iteration at depth d, 

and once during the intermediate iteration at depth d - 1. 

Similarly, the nodes at depth d - 2 are generated three times, 

during iterations at depths d, d - 1, and d - 2, etc. Thus the 

total number of nodes generated in a depth-first iterative 

deepening search to depth d is 

  

              
 

Factoring out b
d
 gives 

 

  
Letting x = llb yields 
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This is less than the infinite series 

 

        
 

This converges to 

 

           
 

 Since (1 - x)-~, or (1 - l/b), is a constant that is 

independent of d, if b > 1 then the running time of depth-first 

iterative-deepening is O(bd). To see that this is optimal, we 

present a simple challenger argument. The number of nodes 

at depth d is bd. Imagine that there exists an algorithm that 

examines less than bd nodes. Then, there must be present at 

least one node at depth d which is not examined by this 

algorithm. Since there is no additional information and 

challenger could place the only solution at this node and 

hence the proposed algorithm would fail. Since DFID at any 

point is engaged in a depth-first search, it requires storing a 

stack of nodes which represents the branch of the tree it is 

expanding. Since it finds a solution of most favourable 

length, the maximum depth of this stack is d, and hence the 

maximum amount of space is O (d) [13]. 

 

IV. RESULTS AND DISCUSSION 

 

 This research work is simulated in java. The 

performance of the proposed approach is evaluated using 

certain parametric standards.  

 

i. Overall Selfishness Alarm 

ii. Communication cost 

iii. Average Query Delay 

iv. Data Accessibility 

v. Varying size of memory space. 

 

i) Overall Selfishness Alarm 
 

  Fig.1 presents the overall selfishness alarm 

with varying relocation period and the size of memory 

space, respectively. As expected, the DCG+ technique 

significantly reduces the selfishness alarms in the entire 

cases. This can be explained as follows: The small number 

of selfish nodes becomes expected nodes in DCG+ than in 

DCG, since our detection method augmented in DCG+ 

detects selfish nodes effectively and the detected selfish 

nodes are removed from replica allocation groups. 

Accordingly, more expected nodes serve queries in DCG+ 

than in DCG. 

 

 
Fig1: overall selfishness alarm 

 

 As expected, the overall selfishness alarm of DCG 

(selfishness only) and DCG+ (selfishness only) is less than 

that of DCG. We see that, on average, about 62 and 56 per-

cent of the overall selfishness alarm with DCG and DCG+ 

are caused by node selfishness, not disconnections, in Fig1.  

Clearly, Fig. 1 shows that the detection method can reduce 

the overall selfishness alarm effectively. 

 

ii) Communication cost 

 

 As shown in Fig. 2, communication cost increases 

as local memory size at first, but it decreases from a assured 

memory size in every technique, except Static Access 

Frequency. When the memory size is larger than a assured 

memory size, each node holds replicas of many data items 

and thus replica relocation rarely occurs.  
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Fig2: Communication cost 

 Equally, when the communication range is larger 

than a certain point, the number of hops in the middle of 
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connected nodes decreases. Then, the communication cost 

caused by replica repositioning decreases. Compare to 

existing method ISCF reduce the communication cost. 

iii) Average query delay 

 Fig.3 shows average query delay for various 

parameters. As expected, the proposed ISCF technique 

shows the best performance in terms of query delay, since 

most winning queries are served by local memory space. 

Since most winning queries are served by group members in 

these techniques, the long distance between group members 

affects query delay unconstructively. 

 

Fig 3 : Average query delays 

 The above fig.3 shows that the average query delay 

of all techniques degrades as the communication range 

increases, but it improves from a certain point, since when 

the communication range is larger than 9, the number of 

hops between connected nodes decreases. 

iv) Data Accessibility 
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Fig 4: Data Accessibility 

 Fig.4 shows that the data accessibility improves 

with the wide range of communication, since additional 

nodes become connected. 

v) Varying size of memory space 
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Fig5: Varying size of memory space. 

 The performance of DFID techniques improves 

faster than do others, since the ISCF technique fully utilize 

the memory space of nodes. Fig.5 shows the robustness of 

ISCF techniques with respect to varying percentage of 

selfish nodes. The profit of DCG technique is significantly 

hampered by selfish nodes, whereas the Static Access 

Frequency technique is insensitive at all. 

 

IV. COMPARATIVE STUDY 

Table 1: Performance Comparisons of Existing and Proposed method 

 

Parameters SAF DCG DCG+ eSCF ISCF 

Overall 

selfishness 

alarm 

 

0.9 

 

0.85 

 

0.7 

 

0.6 

 

0.15 

Varying size of 

memory space 

 

0.38 

 

0.4 

 

0.45 

 

0.5 

 

0.7 

Accessibility  

0.8 

 

0.9 

 

1.00 

 

0.9 

 

1.00 

Average query 

delay 

 

8.00 

 

1.10 

 

9.00 

 

8.00 

 

3.50 

Communication 

cost 

 

7.50 

 

1.60 

 

1.90 

 

7.50 

 

4.50 



ISSN (Print)    : 2319-5940 
ISSN (Online) : 2278-1021 

 
  International Journal of Advanced Research in Computer and Communication Engineering 

 Vol. 2, Issue 9, September 2013 

 

Copyright to IJARCCE                                                                               www.ijarcce.com                                                                                     3365 

 

  Table1 shows the performance comparison of 

Existing and Proposed method. ISCF is the proposed 

method. Compared the SAF, DCG, DCG+, eSCF with ISCF, 

the ISCF gives best performance of accessibility, and reduce 

the average query delay. 

 

V. CONCLUSION 

 

 This research work was motivated by the fact that a 

selfish replica allocation could lead to overall poor data 

accessibility in a MANET. An efficient selfish node 

detection method and novel replica allocation technique is 

proposed to handle the selfish replica allocation suitably. 

The proposed strategies are inspired by the real-world 

observations in economics in terms of credit risk and in 

human friendship management in terms of choosing one’s 

friends completely at one’s own discretion. The concept of 

credit risk from economics to detect selfish nodes has been 

considered. Every node in a MANET calculates credit risk 

information on other connected nodes individually to 

measure the degree of selfishness. Since conventional 

replica allocation techniques failed to consider selfish nodes, 

a novel replica allocation technique has been presented in 

this paper. Extensive simulation shows that the proposed 

strategies outperform existing delegates’ cooperative replica 

allocation techniques in terms of data accessibility, 

communication cost, average query delay, varying size of 

memory space and overall selfishness alarm. 
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